**Informacja dotycząca przetwarzania danych osobowych**

**dowody osobiste**

 Administratorami Państwa danych osobowych są:

- Minister Cyfryzacji, mający siedzibę w Warszawie (00-060) przy ul. Królewskiej 27. - odpowiada za utrzymanie i rozwój rejestru. Kontakt: email iod@mc.gov.pl, formularz kontaktowy pod adresem https://www.gov.pl/cyfryzacja/kontakt

- Minister Spraw Wewnętrznych i Administracji, mający siedzibę w Warszawie (02-591) przy ul Stefana Batorego 5 – odpowiada za kształtowanie jednolitej polityki w zakresie realizacji obowiązków określonych w ustawie. Kontakt – adres siedziby administratora.

- Minister Spraw Zagranicznych, mający siedzibę w Warszawie (00-580) przy al. J.Ch. Szucha 23 zapewnienie sieci umożliwiającej realizację zadań przez konsulów. Kontakt – adres siedziby administratora.

- Prezydent Miasta Elbląg z siedzibą w Elblągu (82-300) przy ul. Łączności 1 - odpowiada za przetwarzanie danych w dokumentacji papierowej.

1) Administratorzy wyznaczyli Inspektorów Ochrony Danych:

– Minister Cyfryzacji wyznaczył Inspektora Ochrony Danych, kontakt email iod@mc.gov.pl,
lub pisemnie na adres siedziby administratora.

– Minister Spraw Wewnętrznych i Administracji wyznaczył Inspektora Ochrony Danych,
kontakt: email iod@mswia.gov.pl lub pisemnie na adres siedziby administratora.

- Minister Spraw Zagranicznych wyznaczył Inspektora Ochrony Danych; kontakt: iod@msz.gov.pl lub pisemnie na adres administratora.

- Prezydent Miasta Elbląg wyznaczył Inspektora Ochrony Danych, kontakt: email iod@umelblag.pl
lub pisemnie na adres siedziby administratora.

2) Dane osobowe przetwarzane są w celu:

- wydania dowodu osobistego

- unieważnienia dowodu osobistego z powodu: zgłoszenia utraty lub uszkodzenia dowodu, zmiany danych zawartych w dowodzie, upływu terminu ważności dowodu, uraty obywatelstwa lub zgonu, na podstawie ustawy z dnia 6 sierpnia 2010r. o dowodach osobistych.

3) Dane osobowe przekazywane są do:

- Centrum Personalizacji Dokumentów MSWiA ul. Smyczkowa 10, 02-678 Warszawa

- Dane osobowe mogą być przekazywane wyłącznie podmiotom uprawnionym na podstawie przepisów prawa.

4) Dane osobowe mogą być przekazane do państwa trzeciego lub organizacji międzynarodowej
w przypadku utraconego dowodu osobistego (skradzionego lub zagubionego) będą przekazywane do Systemu Informacyjnego Schengen II na podstawie ustawy o udziale Rzeczypospolitej Polskiej w Systemie Informacyjnym Schengen oraz Wizowym Systemie Informacyjnym. Dane będą przekazywane za pośrednictwem Krajowego Systemu Informatycznego prowadzonego przez Komendanta Głównego Policji.

5) Podawane dane osobowe przechowywane będą bezterminowo.

6) Podanie danych osobowych jest wymogiem ustawowym.

7) Posiadają Państwo prawo do:

- dostępu do treści swoich danych, ich sprostowania,

- prawo do złożenia skargi do organu nadzorczego: Prezesa Urzędu Ochrony Danych Osobowych,
ul. Stawki 2, 00-193 Warszawa.